Users Story

проекта Defender

1. **Как пользователь или администратор я хочу** устанавливать программный продукт **так, чтобы** я мог установить один из модулей или оба модуля одновременно.
2. **Как пользователь я хочу** иметь список потенциально опасных объектов (файлов) в ручном режиме работы **так, чтобы** я видел его в окне приложения как список имен и размещений инфицированных объектов в файловой системе.
3. **Как пользователь я хочу** получать уведомление о найденной угрозе в автоматическом режиме **так, чтобы** я видел его в виде всплывающей подсказки в системном лотке, а полный список **так, чтобы** он раскрывался при запросе и демонстрировал имена и размещения инфицированных объектов в файловой системе.
4. **Как пользователь я хочу** производить удаленеие файлов **так, чтобы** удаление производилось только после моего подтверждения для одного объекта (файла) или группы объектов (файлов).
5. **Как пользователь я хочу** иметь диалог выбора области поиска **такой, чтобы** я получал список накопителей системы (включая сменные и сетевые)и список директорий на каждом накопителе.
6. **Как пользователь я хочу** в ручном режиме работы иметь возможность выбора **такого, что** позволял бы мне выбирать область анализа и действие, производимое с результатом анализа.
7. **Как пользователь я хочу** прерывать анализ в любой момент **так, чтобы** приложение реагировало на мои команды во время процедуры анализа.
8. **Как пользователь я хочу** не иметь возможности выйти из приложения до завершения процедуры анализа **так, чтобы** при поптыке выйти мне выдавалось соответствующее сообщение.
9. **Как пользователь я хочу** не иметь возможности переключаться между режимами работы до завершения процедуры анализа **так, чтобы** при поптыке выйти мне выдавалось соответствующее сообщение.
10. **Как пользователь я хочу** не иметь возможности изменять настройки до завершения процедуры анализа **так, чтобы** при поптыке выйти мне выдавалось соответствующее сообщение.
11. **Как пользователь и администратор я хочу** поведения программы при запуске **такого, чтобы** приложение демонстрировало заставку не более 10 сек. и размещалось в системном лотке.
12. **Как пользователь и администратор** **я хочу** активацию интрефейса **такую, чтобы** она происходила при клике на пиктограмме приложения в системном лотке
13. **Как пользователь и администратор** **я хочу** выхода из приложения **так, чтобы** команда для этого была предусмотрена в интерфейсе и контекстном меню пиктограммы.
14. **Как пользователь и администратор** **я хочу** интерфейс **такой, чтобы** в нем был пункт редактирования настроек
15. **Как пользователь я хочу** интерфейс **такой, чтобы** в нем был предусмотрен запуск-останов анализа.
16. **Как пользователь я хочу** интерфейс **такой, чтобы** в нем была возможность свернуть интерфейс в системный лоток
17. **Как пользователь я хочу** интерфейс **такой, чтобы** в нем был пункт обновления локальной копии базы угроз.
18. **Как администратор я хочу** интерфейс **такой, чтобы** в нем была возможность для навигации (просмотра) полного списка угроз, занесенных в хранилище
19. **Как администратор я хочу** интерфейс **такой, чтобы** в нем была возможность удалять, редактировать и создавать запии об угрозах.